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What is Social Engineering?



What kind of cyberattacks 
use Social Engineering?



What kind of 
cyberattacks use 
Social 
Engineering?

Tailgating 

Following and waiting 
for someone to leave a 
signed-in device 
unattended so the 
attacker can access it.

Quid Pro Quo
The attacker offers a 
prize or reward in 
exchange for private 
information.

Watering Hole
Attacks add malicious 
code into an actual 
trusted website



The Psychology of Social Engineering



The Psychology of Social Engineering



Examples



Recent Attacks Using Social 
Engineering



Defending Against Social Engineering



Conclusion

Social Engineering is a simple yet effective 
cyberattack method that uses psychology 
and human behavior to trick people in many 
ways. 

can be defended through training and 
cybersecurity measures.
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