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Article Review #2
“Policy Considerations of Open-Source Intelligence:  A Study of Bellingcat's Online Investigation Patterns (2014-2024)” 
• Introduction 
The article aims to examine the characteristics and need for policy of open-source intelligence specifically pertaining to Bellingcat. Using a variety of data ranging from the number of investigations per year to the type of investigations conducted. The purpose of the research was to highlight a need for guidelines for open-source investigations from the Government and non-government organizations. Open-source intelligence investigations have ultimately also brought concerns over national security, misinformation, and lack of guidelines.
• Research Question, Hypotheses, and Variables Research Question: 
“What are the characteristics of the open-source investigations conducted by Bellingcat – one of the most often cited open-source investigative platform in the world?” (Pitman, Walsh, 2025)
Hypotheses: 
1. No policy for OSINT could lead to misleading or manipulated information.
2. No guidelines for OSINT produce ethical concerns. 
3. Lack of policy for OSINT leads to privacy issues. 
Independent Variables: 
1. Year of investigations
2. Country of focus
3. Topic of investigation
4. Pictures/Videos as evidence
5. Most used source
Dependent Variable: 
1. Policy recommendations tailored to findings. 
2. Overall characteristics of OSINT
• Research Methods 
The research uses quantitative research to determine the number of Bellingcat’s open-source investigations per year, by country, by topic, Picture/Videos used as evidence, main sources. Using data from these factors to produce insight on several characteristics of open-source investigations and enforce the calling for the need of policy. 
• Data and Analysis 
The data collected was shown via tables and numerical values. Correlating the numerical number of investigations with the IV’s. For example, an IV showed a high number of investigations occurring in “2020 with 18.5% (N=53), followed by 2023 with 18.1% (N=52) and 2024 with 13.6% (N=39)” which was explained by events like COVID-19 and war in Europe/ Middle east that contained disinformation. (Pitman, Walsh, 2025) The research also found that military conflict and human security are the most covered subjects. Evidence in all investigations also included a staggering 98% use of pictures and videos to substantiate claims. Lastly, social media was used as the main source in 203 investigations (31% of overall investigations).
• Relevance to Social Sciences 
The article relates to social sciences in several ways. Firstly, Ethical concerns are brought up several times in the article. OSINT is as its name states is “open” therefore it has no determined boundaries regarding its ethics. Secondly, political structures are changed with OSINT by having regular people and NGO’s perform their own investigation and disseminate their own information different from curated media, government, and intelligence organizations. From a sociology lense, OSINT could promote social accountability by informing others about possible war crimes and other injustices.
• Class relevance
 Empiricism was brought up in class several times and can be applied to this article due to its data driven focus. The research conducted clearly highlighted observable evidence and was grounded in facts pertaining to the Bellincat website.  When discussing Cybersecurity culture, it was stated that empowering people is of importance to the field and culture which is similar to how OSINT empowers everyday citizens to perform investigations. Skepticism is also a foundation of OSINT and therefore this article, by questioning the need for policy. Lastly, conflict theory is observed by OSINT users and other informational sources by competing for power, i.e. intelligence.
• Impact on Marginalized Groups
Groups were not specifically stated as marginalized in the research; although they might be more at risk when it comes to privacy concerns. An example of this involves Sunil Tripathi, a victim of mistaken identity that was falsely accused of being the perpetrator of the Boston marathon bombings. This grave mistake by internet investigators and journalist caused the young man to take his own life highlighting the negative impact OSINT could have on marginalized individuals/groups (Pitman, Walsh,2025). Another impact or lack thereof in marginalized groups is the lack of investigations that happen in less developing countries such as African nations were conflict is constantly present without any large media representation.
• Contributions to Society 
Several important contributions to society can be derived from the study. Firstly, is the ethical gain of policy changing how open-source investigations are conducted, establishing clear boundaries and guidelines for better dissemination. Secondly, by bringing attention to OSINT, the study could encourage decentralization of information and bring more transparency to it.
• Conclusion 
In conclusion, the article calls out the need for policy but also highlights several benefits of OSINT. Ethically, as mentioned with Sunil Tripathi, OSINT could have devastating results without guidelines. In contrast, OSINT could also bring transparency and accountability to all the injustices and war crimes that happen without media coverage. Overall, the benefits of OSINT are too valuable to discard, although the need for policy as stated in the research would greatly improve open-source intelligence.
• Article Link 
"A Study of Bellingcat's Online Investigation Patterns (2014-2024)" by Lora Pitman and Logan Walsh
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